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Question: 1

An administrator configures Azure AD Privileged Identity Management as shown in the
following exhibit.

What should you do to meet the security requirements?

A. Change the Assignment Type for Admin2 to Permanent
B. From the Azure Active Directory admin center, assign the Exchange administrator role to Admin2
C. From the Azure Active Directory admin center, remove the Exchange administrator role to
Admin1 D. Change the Assignment Type for Admin1 to Eligible

Answer: D

Question: 2

You need to recommend a solution for the user administrators that meets the security
requirements for
auditing.
Which blade should you recommend using from the Azure Active Directory admin center?

A.Sign-ins
B.Azure AD Identity Protection



C. Authentication methods
D. Access review

Answer: A

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/reports-monitoring/concept-sign-ins

Question: 3

HOTSPOT
You plan to configure an access review to meet the security requirements for the workload
administrators. You create an access review policy and specify the scope and a group.
Which other settings should you configure? To answer, select the appropriate options in the
answer area.
NOTE: Each correct selection is worth one point.

Answer:





Question: 4
DRAG DROP
You need to configure threat detection for Active Directory. The solution must meet the security
requirements.
Which three actions should you perform in sequence? To answer, move the appropriate
actions from the list of actions to the answer area and arrange them in the correct order.

Answer:

Question: 5

You need to recommend a solution to protect the sign-ins of Admin1 and
Admin2. What should you include in the recommendation?



A. a device compliance policy
B. an access review
C. a user risk policy
D. a sign-in risk policy

Answer: C

Explanation:
References:
https://docs.microsoft.com/en-us/azure/active-directory/identity-protection/howto-user-risk-policy

Question: 6

DRAG DROP
You have a Microsoft 365 subscription. All users use Microsoft Exchange
Online. Microsoft 365 is configured to use the default policy settings without any
custom rules. You manage message hygiene.
Where are suspicious email messages placed by default? To answer, drag the appropriate
location to the correct message types. Each location may be used once, more than once, or
not at all. You may need to drag the split bar between panes or scroll to view content.

Answer:

Question: 7

You need to recommend a solution that meets the technical and security requirements for
sharing data with the partners.



What should you include in the recommendation? Each correct answer presents part of the
solution. NOTE: Each correct selection is worth one point.

A. Create an access review.
B. Assign the Global administrator role to User1.
C. Assign the Guest inviter role to User1.
D. Modify the External collaboration settings in the Azure Active Directory admin center.

Answer: CD

Question: 8

You need to resolve the issue that targets the automated email messages to the IT
team. Which tool should you run first?

A. Synchronization Service Manager
B. Azure AD Connect wizard
C. Synchronization Rules Editor
D. IdFix

Answer: B

Explanation:
References:
https://docs.microsoft.com/en-us/office365/enterprise/fix-problems-with-directory-synchronization

Question: 9

You need to create Group2.
What are two possible ways to create the group?

A. an Office 365 group in the Microsoft 365 admin center
B. a mail-enabled security group in the Microsoft 365 admin center
C. a security group in the Microsoft 365 admin center
D. a distribution list in the Microsoft 365 admin center
E. a security group in the Azure AD admin center

Answer: CE

Question: 10

Which IP address space should you include in the MFA

configuration? A. 131.107.83.0/28



B. 192.168.16.0/20
C. 172.16.0.0/24
D. 192.168.0.0/20

Answer: B


